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The collected works of

William Shakespeare
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Laboratories

Elizebeth Smith and George Fayban



BACON'S CIPHER



Queene Elizabeth is my true mother
and I am the lawfull heire to the
throne. Finde the cypher storie my
bookes containe. It tells great secrets,
every one of which, if imparted openly,
would forfeit my life. - F. Bacon.

Francis of Verulam is author of all the
plays heretofore published by
Marlowe, Greene, Peele, Shakespeare,
and of two and twenty now put out for
the first time. Some are alter'd to
continue this history.
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Prohibition
1920 - 1933



"The pretty
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WILLIAM F. FRIEDMAN AUDITORIUM
May 21, 1975
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Interdisciplinary
Problem Solving
Bringing unique perspectives to bear

on your problems

Nothing is Impenetrable 
Always be trying to "decode" your own

security systems & practices

Stop being Complacent
with Compliance
Speak up when you're defending

against the wrong things

Think like an Attacker
The best defense can often be a good

offense - or at least thinking like one



Interdisciplinary
Thinking

COMPLEXITY

Effectively address the multifaceted

challenges modern threats present

COMPREHENSIVE

An entire picture of your attack

surface, attack vectors, and exposures

COLLABORATION

Bringing to bear on the problem more

than just the "old guard" in security



Think like an Attacker

The first thing any good

attacker will do is evaluate

the entire attack surface

ATTACK SURFACE

Attackers don't want to

waste time chasing non-

valuable assets and vectors

PRIORITIZATION

Reusing or leveraging

existing exploits allows an

attacker to move faster

LEVERAGE EXPLOITS



Nothing is
impenetrable

Red, Purple

Teaming

Continuous

Penetration

Testing

Bug Bounty

Programs



Stop being
Complacent with
Compliance

COMPLIANCE

Compliance is the low bar - not

the final one. It is rarely enough

WHAT ARE YOU PROTECTING
AGAINST?

Do you want to protect against an

auditor or an attacker?

"SECURITY IS EVERYONE'S JOB"

Sure - that may be true, but it is

our job for sure - so speak up!
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