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Not “where Is the nsk’?”
but...
‘how much nsk do we have?”



Not “where Is the nsk’?”

put...

“how much nsk do we have?”
and...

) ,Whl .’?5 )



Some level setting...



There is no “risk free” (no
‘secure’)

Risk is (currently) a hypothetical
construct

There are different “risk”
approaches



WHAT IS RISK?






How do most people view “risk™?



Financial Risk



Annual Cumulative Net Revenue:
10-Year Horizon
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financial risk has potential for
both positive and negative
returns



Financial Risk

Engineering Risk
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engineering risk: rate of decay



Financial Risk

A Symptom or

k Audit-Driven
Approach?
("“where is the risk”)

Engineering RIS




~ENGINEERINGRISK

 MANAGEMENT:
'FIND THE WEAKNESS
'AND REINFORCE IT






RCSA as commonly performed



RCSA as commonly performed

Inherent risk - Controls = Residual Risk



RCSA as commonly performed

Inherent risk - Controls = Residual Risk

Strong Low

How awesome is your bridge?



Financial Risk

Engineering Risk
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If the system Is faulty by
design... /

. /
Reinforcement /
addresses onl /

/
symptoms / /




Financial Risk

Engineering Risk
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Complex (adaptlve)
Systems g LUy

a system
composed of
interconnected
parts that as a
whole exhibit one
or more
properties not
obvious from the
properties of the
Individual parts




Financial Risk

Engineering Risk



1 min S min 1Smin 1 hour 1 day
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Financial Risk

Engineering Risk



Science Vvs.
Engineering?

The science of
information
security & risk
management
IS hard



Pseudo-Science vs.
Proto-Science

« somewhat random fact
gathering (mainly of readily
accessible data)

 a“morass”of interesting,
trivial, irrelevant observations

* a variety of theories (that are
spawned from what he calls
philosophical speculation)
that provide little guidance to
data gathering

" ......
F . PR



At our present skill in
measurement of security, we
generally

. not an interval scale
and certainly not a ratio scale.
In plain terms, this means we
can say whether X is better
than Y but how much better and

compared to what is not so
easy.
— Dan Geer



The First (and most important)
Measurement:

Survival

39



The Second Measurement:

comparison

40



The Third Measurement:
units

Our observable factors that
correlate well with the
construct of speed happen
to be time and distance.

41



Science is based on
Inductive observations to
derive meaning and
understanding and
measurement on quality
(ratio) scales, so what
about InfoSec?

Where do we sit in the
family of sciences?




We’'re the Crazy Uncle

- with tinfoil hat antennae
used to talk to the space
aliens of Regulus V, he
47 cats, and who
frequently (b
benignly) {
wea




Take, for example, CVSS



‘the Base Equation multiplies
Impact by 0.6 and
Exploitability by 0.4"



Jet Engine X Peanut Butter = Shiny



‘the Base Equation multiplies
Impact by 0.6 and
Exploitability by 0.4"



decimals aren't magic.

adding one
willy-nilly doesn't
suddenly
transform
ordinal rankings
Into ratio values.



Financial Risk

Engineering Risk



Complex (adaptlve)
Systems g LUy

a system
composed of
interconnected
parts that as a
whole exhibit one
or more
properties not
obvious from the
properties of the
Individual parts




RCSA as commonly performed

Inherent risk - Controls = Residual Risk



RCSA as commonly performed

Inherent risk - Controls = Residual Risk

Strong Low



RCSA as commonly performed

Inherent risk - Controls = Residual Risk

Strong Low

A Point Probability



Friedrich Hayek says: YOI 1@ makin!I
point
prohabhilities in
| GComplex
-/ Systems?

1.

_’;
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COMPLEX SYSTEI\/IS ARE BEST UNDERSTOOD




RCSA as commonly performed

Inherent risk - Controls = Residual Risk

Strong Low



Much of (Engineering) Risk Management is a
Cargo Cult

57



Much of (Engineering) Risk Management is a
Cargo Cult




Financial Risk

Engineering Risk



Financial Risk

Engineering Risk

Medical Risk



Financial Risk

Engineering Risk

Medical Risk (Criminology, too)
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EPIDEMIOLOGY

Risk Factors (Determinants)

Variables associated with increased
frequency of event.

Risk Markers

Variable that is quantitatively associated
with a disease or other outcome, but
direct alteration of the risk marker does
not necessarily alter the risk of the
outcome.

Correlation vs. Causation

Risk factors or determinants are
correlational and not necessarily causal,
because correlation does not prove
causation.
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EPIDEMIOLOGY

Risk Factors (Determinants)

Variables associated with increased
frequency of event.

Risk Markers

\ W .y Py R 5 P S-S N1 S N PRIy G, |

THE MEANS TO FIND PATTERNS

airect aiterauon OT Tne rIsK marker aoes
not necessarily alter the risk of the
outcome.

Correlation vs. Causation -

Risk factors or determinants are
correlational and not necessarily causal,
because correlation does not prove
causation.
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Medical Risk is designed to address
the problems we face In
understanding complex
systems



MEDICAL RISK
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http://www.ctlab.org/documents/How%20Complex%20Systems%20Fail. pdf



http://www.ctlab.org/documents/How%20Complex%20Systems%20Fail.pdf
http://www.ctlab.org/documents/How%20Complex%20Systems%20Fail.pdf

Complex systems contain changing
mixtures of failures latent within them.

The complexity of these systems makes it impossible for
them to run without multiple flaws being present.

... Individually insufficient to cause failure
...failures change constantly because of
changing technology, work organization,

and efforts to eradicate failures.

Complex systems run in degraded mode.



Risk is a characteristic of systems and
not of their components

Risk is an emergent property of systems; it does not reside
In a person, device or department of an organization or

system.

... It is not a feature that is separate from
the other components of the system.

...the state of Risk in any system is
always dynamic



RCSA as commonly performed

Inherent risk - Controls = Residual Risk

Strong Low

How awesome is your bridge?



WENEVAYE L
to re-think our
approach to
risk & risk

management




Serious Question: Can you
imagine It your doctor operated
N the same way we approach
risk management??






Examples of "Medical Risk”™ in
Information Technology
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——] A Sty CONDUCTED BY THE VERZON BUSINESS MESK TEAM |—

Four Years of Forensic Research. More than 500 Cases.
One Comprehensive Report

verizon

2009 Data Breach Investigations
Supplemental Report
Anatomy of a Data Breach verizonc. coess

Example of a medical approach:

Dr. Peter Tippett & Verizon DBIR



VERIS (Vocabulary for Event Recording &
Incident Sharing)

A security incident (or threat
scenario) is modeled as a series
of events. Every event hacking
is comprised of the following 4 e

A’s:

environmental

intemal agent

confidentiality

CSSASSInN

Agent: Whose actions
affected the asset

y
function

Action: What actions
affected the asset

integrity

Asset: Which assets were
affected

Attribute: How the asset
was affected



VERIS (Vocabulary for Event Recording &
Incident Sharing)

Object-Oriented Modeling

) /N N
chain of events > .‘> ‘> '> '> "




VERIS: Classification of Events by Risk Factor

Servers

Networks

User
Devices

Offline
Data

People

Malware
Ext Int Prt Ext Int Prt Ext Int Prt Ext Int Prt

Conf JEXEN 1 369 | 10 50
Poss \
Integ JEVER 1 353 ) 3 143
Auth | 2 16 2 316
Availj 3 < 2 ]
Util |
Conf | 1
Poss \
Integ: 1
Auth |
Avail |
util |
Conf \ 1 2 -
Poss |
Integ | 2 3
Auth: 2 2
Avail | 2
Util |
Conf | 1 87
Poss l
Integ | 1
Auth |
Avail |
util |
Conf | “
Poss |
Integ \ 2 24
Auth \
Avail |
util |

None Least frequent

Error Physical Environmental
Ext Int Prt Ext Int Prt Ext Int Prt

|

N

Most Frequent



Complex System?

Servers

Networks

User
Devices

Offline
Data

People

Poss \

Integ JEVER

Auth |
Avail |
Util |
Conf |
Poss\
Integ |
Auth
Avai
Util |
Coan
Poss |
Integ |
Auth :
Avaﬂ!
Util |
Conf |
Possl
Integ |
Auth |
Avail |
util |
Conf |
Poss |
hneg\
Auth !
Avail |
util |

2
3

Malware
Ext

Conf m

Pt Ext Int Prt Ext

369

353 I,
16 2
4

VERIS FOUND

72

None

10 50
3 43

3 16

1

2 -

87

24

Least frequent

Error

|

N

Physical Environmental

Int Prt Ext Int Prt Ext Int Prt Ext Int Prt Ext Int Prt

PATTERNS!

Most Frequent



RCSA as commonly performed

Inherent risk - Controls = Residual Risk

Strong Low

How awesome is your bridge?



The data says that capabllity to
manage (not necessarily the
breadth of controls) is the key
determinant



Evidence-Based Analysis

Inherent risk - Controls = Residual Risk

Strong Low

How much are you associated with Failure?



Evidence-Based Analysis

Inherent risk - Controls = Residual Risk

Strong Low

How GOOD is your lifestyle?
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The Modern Approach to Risk
Management



The Modern Approach to Risk
Management:



A Manifesto

Premise: Risk Management must
provide value, address the need, &
be ethical.



A Manifesto

Clause One: To be ethical, the risk
manager must be, first and foremost,

a data scientist.



Statistics & Probability Ryan Gosling Says:

sub] ectlvnty
\my prior
| dlstrnbutxo |




What to study: Sources of Knowledge
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We quickly figured out:



We quickly figured out:

1.) The means to address the
system must be data-driven,
and

95



We quickly figured out:

1.) The means to address the
system must be data-driven,
and

2.) We must study the individual
parts,

96



We quickly figured out:

1.) The means to address the
system must be data-driven,
and

2.) We must study the individual
parts, then the relationships
between parts

97



We quickly figured out:

1.) The means to address the
system must be data-driven,
and

2.) We must study the individual
parts, then the relationships
between parts, then and only
then we can discuss the whole

98



VERIS+




error
misuse
malkware

hacking environmental

external

intemal

agent

partner
type
function

integrity

VERIS WILL ALLOW US TO:

1.) Describe the elements of
banking operations (using
Basel-esque high level
categorization)

2.) Fully categorize whatever
we're looking at

3.) Collect data in a same to
same fashion



We quickly figured out:

1.) The means to address the
system must be data-driven,
and

2.) We must study the individual
parts, then the relationships
between parts before we can
discuss the whole, and

3.) We're looking at a boat-load
of data.

101



How big is a boat-load?



How big is a boat-load?

Networks

User
Devices

Offline
Data

People

Conf
Poss
Integ
Auth
Avail
Util
Conf
Poss
Integ
Auth
Avail
Util
Conf
Poss
Integ
Auth
Avail
Util
Conf
Poss
Integ
Auth
Avail
Util
Conf
Poss
Integ
Auth
Avail
Util

Malware

Ext Int

319 [
1

2

3

1

1

214 |IE

214 |

2

Prt Ext

369 |

Int

| 353 |

16
4

2

Prt  Ext

None

Int

24

AASes s s
viisuse

Ext Int Prt Ext

10 750 1
3 743
3 16
2 1
2 -
3
87

Least frequent

Error Physical

Int Prt Ext Int
1

Environmental
Prt Ext Int Prt

Most Frequent



How big is a boat-load?

Malware Error Physical Environmental
Ext Int Prt Ext Int Prt Ext Int Prt Ext Int Prt Ext Int Prt Ext Int Prt Ext Int Prt

Conf JEIEN 1 369 10 50

Poss

Integ JE¥EN 1 353 [ 3 143

Auth P 16 2 3 16

Avail @ 3 - ' ]

Util

Conf | 1 ] 1
Poss
Integ

" ZIONS HAS MILLIONS OF “SQUARES”

Uti
Conf 1 2 -
Poss
User Integ 2 3 4
Devices Auth | 2 2 ]
Avail y
Util
Conf | 1 87
Poss
Offline Integ | 1
Data Auth
Avail
Util
Conf =
Poss
Integ 2 24
Auth
Avail
Util

Servers

Networks

. N

People

None Least frequent Most Frequent
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We're going to need a bigger boat



Security Data
Warehousing



How will we deal with a boat-load?

VERIS+
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How will we deal with a boat-load?
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How will we deal with a boat-load?




How will we deal with a boat-load?

® Data MapReduce Process Analytics & Reporting

’a]ag_nj

Threat Intel Feeds

Configuration Data
Vulnerability Data
HR Information
Process Behaviors

Control Data ‘ Rapid Access
Control Logs Database
System Logs XML ‘ Systems
Event History & Loss CSVv
Loss Distribution Dev. EDI o ‘ H Workflow
B.l.A. LOG —
@ > H Analytics
saL > { v
Control Data JSON (q)) n
Control Logs Text ‘ Reportlng
System Logs _ 3 -
Binary Q ‘ _ sl
Objects B0 -2 ! :

110



How will we deal with a boat-load?




How will we deal with a boat-load?




How will we deal with a boat-load?

e



Example:

Vendor-owned
SaaS
application

Busines
s Owner

Technic
al
Contact

Busines
S
Contact

Infrastru | \
ctre \

— /

Pll Data

Executiv
e Owner
Risk

Affiliate(
s)
Manager

Risk
H Analyst

Technic
al
Owner

Langua \ /Function
\ g 9] Applicati | e o / Proces\ f" App "‘
\ / / / \ Busines | _App | Support |
_ v \ [ s t ) s/

| K Why |\ Purpose 2

here\
(ZB own
\ ps \\/
OW Time to

Expire
here
Use
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I/ra stru | Archltect
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A Manifesto

Clause 2: To provide value the
modern approach has to support
counter-threat operations.



data in

new
input
from
any
source

being proactive

here will mean
identifying
regular,
recurring
sources and
setting up
processes.

categorized

And is then
categorized in TOPS
Op Risk Categories

financial reporting
technology

financial crime /
regulétory/ legal
business continuity
people

vendor management

operations

customer treatment

classified

belongs to one of
the following basic
classifications of
data: intelligence,
scenario
development
request, incident
information, issue
management

TRM will have to
come up with the
taxonomies on
the left for each
of the categories
on the right.
VERIS is probably
60-75% of what
we need.

broken into
elements

the analyst then
identifies the
following elements
relevant to each
data object per the
selected categories
taxonomy of:

agent

action

asset

attribute/Loss

controls

Processed

As a
historical
incident,
scenario,
or KRI

Modeled

Given
meaning
through
model of
scenario,
added or
modifying
KRls, or
added to
historical
register.

Reported

Output is either
back to the input
when they’ve
requested
development, or
reported in a
regular report/
dashboard/
scorecard

the right tool
here will make it
easy to slice and
dice reports and
“auto-update.”



Risk Management is
an intelligence function



duh.



3 types of intel functions for
Operational Risk

Type of Intel Real Time Tactical Strategic
Audience (counter threat (Security (Security &
operations) Operations) Executive
Management)
Risk’s Role low medium high
Main Information asset (TO asset, threat, time, money
Types focuses on control
threat)
Tools controls, hadoop, controls, Hadoop, R

storm, kafka,
hive, dremel, drill

hadoop, hive, R



3 types of intel functions for
Operational Risk

Type of Intel Real Time Tactical Strategic
Audience (counter threat (Security (Security &
operations) Operations) Executive
Management)
Risk’s Role low medium high
Main Information  asset (TO asset, threat, time, money
Types focuses on control
threat)
Tools controls, hadoop, controls, Hadoop, R

storm, kafka,
hive, dremel, drill

hadoop, hive, R



3 types of intel functions for
Operational Risk

Type of Intel Real Time Tactical Strategic
Audience (counter threat (Security (Security &
operations) Operations) Executive
Management)
Risk’s Role low medium high
Main Information asset (TO asset, threat, time, money
Types focuses on control
threat)
Tools controls, hadoop, controls, Hadoop, R

storm, kafka,
hive, dremel, drill

hadoop, hive, R



3 types of intel functions for
Operational Risk

Type of Intel Real Time Tactical Strategic
Audience (counter threat (Security (Security &
operations) Operations) Executive
Management)
Risk’s Role low medium high
Main Information asset (TO asset, threat, time, money
Types focuses on control
threat)
Tools controls, hadoop, controls, Hadoop, R

storm, kafka,
hive, dremel, drill

hadoop, hive, R



How will we deal with a boat-load?

“¢ Data MapReduce Process Analytics & Reporting
 TERREED
Threat Intel Feeds ..
Control Data ‘ Traditional
RDBMS
XML ‘ Systems
Event History & Loss CSvV
Loss Distribution Deuv. EDI o ‘ H Workflow
B.LA. LOG C_I; H
> Analytics
saL »>§) i
Control Data JSON (q))
Control Logs Text ‘ H Reporting
System Logs _ 3 ...........................
Binary Q ‘ i
Obijects Ol B - EEEE :
Process Behaviors ‘ -

124

FEEDBACK LOOPS



The primary control of
the future might just be
the combination of
behavioral analytics and
machine leaming



BIG DATAIS NOT THE
SOLUTION!

Data Science Is.



Example of current
success



Internal employee behaviors

systems connecting (tactical, real time)

time of connection  (real time)
riskiest cost center  (strategic)



A Manifesto

Clause 3: To address the need the
modern approach has support
rational decision making.



Rational Decision Making
requires multiple models,
multiple perspectives.

Scenario Analysis: FAIR

State Analysis: Homebrew



Rational Decision Making
requires multiple models,
multiple perspectives.

Scenario Analysis: FAIR
(how much risk do | have)

State Analysis:
(how well am | living)



FAIR Analysis

Threat Event Frequency
Threat frequency coule result in a loss
a minimum of 6 times per year and a
maximum of 24 times per year.

Likelihood
Given the Frequency of Threat Events
and the state of Vulnerability, the
simulation returned, on average, loss
events 12.26 times per year and max
19.2 times per year.

Vulnerability
Vulnerability is the number of times in
the simulation that the Threat
Capability exceedec the Control
Strength. This happenred 100% of the
time in 3000 simulations.

Threat Capability
The Threat capability was assigred
simulation values of the S0to the 97
percentile,

The main threat agent identifiec as
relevant to the XXO000X s an External
Technical Individual with an average
level of techrical capability.

Risk
The most frequently occuring scenario
for an event accurrec 12.4 times per
year at a cost of $250.7k-5404. 4k

Control Strength
The Control strength was assigned
simulation values of the 1 to the 75
percentile.
The strength of controls for the Chatter
software were determinec to be
moderate.

Primary Impact
The rarge of primary costs is expected
1o be between $1.6k and $13k.

Pricnary loss exposure includes loss of
productivity and response costs.

Secondary Impact
The rarge of seconcary costs is
expectec to be between $50 and
$558k.
Consists of fines/jucements,
competitive advantage and reputation
costs.



FAIR Analysis

Primary 0O

Risk Secondary B

$100,000,000

$10,000,000 A

$1,000,000

$100,000

$10,000

Loss Magnitude

$1,000

o
v

$100 m

1 1 1 1 1

0.01 0.10 1.00 10.00  100.00 1000.00

Loss Event Frequency (yr)




FAIR Analysis

Impact
The maximum loss magnitude is $404.4k. The most likely loss magnitude is $226.7k.

T PR BN BN [ TS L S — L S - N e
These costs estimates include the time required to peform incident response and lost productivity,
losses covering fines and judgements, as well as costs associated with customer notification and credit
monitoring.

Minimal Minor Moderate Major Severe
Likelihood
The likelihood of an event may occur, on average, 12.26 times per year, with a maximum occurance of
19.2 tlmes per year' cvlcg .,‘! .'..-.. c-le .,“..--. 170.-..-- .,'—--& c-l_-_.l. .'IJ-.'- ..“-.. -
The simulation shows the event is likely to cccur monthly. This is a fairly high frequency event due to
the lack of controls preventing external attacks and the relatively low level of expertise required to .
initiate an attack.

Remote Unlikely Possible Likely Almost Certain
Risk

Likelihood x Impact =
Low Moderate-Low Moderate Moderate-High High
Residual Risk Determination
Simulations of the magnitude and frequency of an external data breach returned the following:
Impact Likelihood
Minimal Minor Moderate Major Severe Remote Unlikely Possible Likely Almost Certain
3000 Resuits - - - - - - 1150 Results 1850 Results -




Upcoming Vendors

PSG Risk 1 New Vendors

S c O re c a rd \ Existing Vendor Dependencies

Existing Projects

PM Risk / Long term
\ New Projects /
\_ Short term
IT Desires owners
New
PCI Events /%s |

GLBA Applications Reporting /LSK
FFIEC

\ Vull
InfoSec \Existing/ Changes

HIPAA rLCompliance JTouchpoint Scorecard% \ owners

\ Owners
ew
Red Flags // [ {_ Functions -
Events Systems / Reporti ns
porting /
\ Vuln
Existing / Changes
Fin Reporting (SOX) KOwners
Events
Operations T
Strategic
k Reputation

audit findings

Areas of Risk for mitigation

Issue Mgmt

upcoming compliance
Y upcoming audit




ar D 1 NI \ / 1
FCI|"<|'~'K eaWwW \/enNnaors
J A\ O\ INC VW "'VCI1 IUVUI O
>1 ¥ /3 I R T\ IR 2 Al LR 2
DU Iy VTOIIUUV J/ONMNOIIUCHUIC
J I
" ' 1 ‘ ‘
“victhinA Prarart
hl\l\)hlllv i I\JJ\J\JK\J
PM 31 .
y chl Il alale Nrry
N Aawvw,” Prniactc
INCT V UjC UL
Short'term
'y eSS
Chuck " Los Angelas CARD No. 4 50,88 AR Es a8 wm As anr D,

Connors -y Angels

KEVIN CONNORS . 1st Base b By A RtE New

LOS ANGELES BASEBALL CLUE

Colorful hard-hitting 1951 RECORD
first baseman. One Batting I
of the most out- Average . . .32]

standing players I

coast lesgue, ' | :\
* * & T = mntToSsar | o

SENSATIONAL STAMP OFFER Scorecrd
“Treasure Hunt" Mixiure T

Here's o real sreasure huni. About 200 unpick. 1.9 RIOA 400 14 " I '3 &3 19 as .
ed, unsarted, genuine foreign postage stamps . 3 L% S0% 6.4 2 : - :

(In¢leding duplicates), from many parts of the \ Own(
world. If putchosed individually, these stamps
would cost about $2.00, To get this thrilling
intreductory assortmen?, send 2 Mother’s | 4 ¢ i'
Cookie lobels ond 10¢ to: H. E. HARRIS & €O, |

Sox 2, Besten 17, Moszachusetty, Weorld's , ’

largest stomp firm. (Only one to 0 customer! vt \

* . - - *

This is one of 34 Pocific Coast Leagus boseball
ployer {rading cards. There is one with every Lo she e
bog of MOTHER'S COOKIES (axcep! Stitems) L Ll

| RS ~ Arfinhn A 1C \/
1 1 \ Wi LURITG A\ \7)
\ 1 DVerllls
N ”~ 1 /
e OPErations s s e me ssmes i
¢ A L A0 _WPA/RS Gvin
\\
\
Renritatio
\C P ULc
KivAR fI A AAE
CAV o b Ullid\yo
A%~ L S LY AR 2 2:48 '
ML C AoVl «N\IS J Huyau'v

Issue MMl e commeanmm w5 « 5 1 o5 & i o
upcoming compliance

upcoming audit




AN EASY TO USE
TOOL TO HELP YOU
FRAME THE
PROBLEM-SPACE



The RiskFish



The problem space can
be confusing to talk
about.



People naturally
gravitate towards fixing
the easy symptom

rather than the hard
problem



Kaoru Ishikawa
father of quality circles and
the fish diagram

I
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Fish (Ishikawa)
diagram for root
cause analysis In
manufacturing

Factors contributing to defect XXX

> Defect XXX

Measurements Materials Personnel
Calibration Alloys Shifts
Microscopes Lubricants Training
Inspectors Suppliers Operators
Angle
Humidity Engager Blade wear
Temperature Brake Speed
Environment Methods Machines
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Fish (Ishikawa) /
diagram for /T
root cause
analysis for ;

risk using \\

VERIS —




RISK FISH Attribute Impact

/

Agent

productivity
Confidentiality
Threat Agent (internal, external, partner)

response

Possession/Control
replacement

Motiviation Integrity
fines/judgments
/ Authenticity / Jueg
competitive advantage
Availability
Capability Description
Issue: reputation

Utility

/ increased operational expenses

(description)

Type (Server, User Device, People, Gffline, etc.) Categories (Hacking, Malware, Social, Misuse...)

specific controls

Ownership/location/management Types of Action Categories
prevention
Information/Transaction, Amount Vector(s)/Path(s)/etc. control capability detection
response
Asset Action Controls

@E{,%a,}i,‘z?ns This work is licensed under the Creative Commons Attribution-NonCommercial-ShareAlike 3.0 Unported License. To view a copyv of this license. visit http://creativecommons.ora/licenses/bv-nc-sa/3.0/.



VERIS RiskFish Resources
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Society of
Information
Risk Analysts

http://www.societyinforisk.or

VERIS

Community

http://www.veriscommunitv.net/



http://www.veriscommunity.net
http://www.veriscommunity.net

Moment of Zen




The point at which you can
remove the word risk from
your vocabulary is the
point at which you become
a risk master.




